3GPP TSG-SA WG3 Meeting #95 
S3-191433
Reno (US), 6-10 May 2019
revision of S3-19xabc
Source:
Nokia, Nokia Shanghai Bell

Title:
WID 5GS Vertical_LAN_SEC
Document for:
Discussion
Agenda Item:
7.7
The study 33.819 on Security for Vertical and LAN services has been progressed to a stage, where it is seen beneficial to work include the relevant clauses into 33.501. Thus, it is proposed to move forward with the related work item.
The work item aims at specifying the security for system enhancements required for 5G system to support new vertical service requirements. The new service requirements have been developed as part of two work items cyberCAV (Service requirements for cyber-physical control applications in vertical domains) and 5G LAN (LAN Support in 5G). The service requirements are documented in TS 22.261 and TS 22.104. 
The architecture is documented in TS 23.501, 23.502, 23.503 based on the outcome of TR 23.734 (Study on enhancement of 5G System (5GS) for vertical and Local Area Network (LAN) services). Related security enhancements have been studied in TR 33.819.
The objective is to specify security enhancements to 5GS as per conclusions reached within TR 33.819 for the following topics:

-
Enhancements to the 5G system to support Time Sensitive Communication

-
Enhancements to the 5G system to support Non-Public Network

-
Enhancements to the 5G system to support 5G LAN service.
The expected time scale is end of Rel-16, i.e. SA#85 in September 2019.
It is proposed to agree on the WID proposal in tdoc XXX.

